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(57) ABSTRACT

A vehicle subscribed to an authentication system includes a
wireless transceiver; and a controller, configured to respon-
sive to receiving a wireless signal from a device identified as
a key fob via the wireless transceiver, obtain history data
reflecting time and location of the key fob associated with
the vehicle detected via one or more entities subscribed to
the authentication system, calculate a sanity value using the
history data, such that a distant detection location from the
vehicle location at a time before present time results in a
lesser sanity value and a nearby detection location from the
vehicle location at substantially the same time before the
present time results in a greater sanity value, calculate a
sanity threshold using at least one of the present time and the
vehicle location, and responsive to the sanity value being
greater than the sanity threshold, unlock a door of the
vehicle.
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